
 

 

 
Position: Sr. Security Controls Assessor 
Location: Ft. Meade, MD 
Security Requirement: Active TS/SCI clearance with full scope polygraph 
______________________________________________________________________ 
 
SECON-DELTA is a Service-Disabled Veteran Owned Small Business (SDVOSB) consulting 
company that strives to become the provider of choice within the government and commercial 
sectors by leading the development, testing, integration, operations and data analytics of our 
customer-based mission systems. Our team have a distinguished and proven track record of 
designing, implementing and supporting IT infrastructures to include desktop, server, data center, 
network infrastructure and cyber defense capabilities.  
 
We currently have a position for a Sr. Security Controls Assessor in Ft. Meade, MD 
 
We are seeking a highly skilled and experienced Sr. Security Controls Assessor to join our 
dynamic team. As a Security Controls Assessor, you will play a crucial role in ensuring the 
security compliance of our information systems, products, and components. Your expertise and 
attention to detail will be vital in identifying non-compliance issues and providing effective 
mitigations. If you have a passion for cybersecurity and possess the necessary qualifications, we 
invite you to apply for this exciting opportunity. 
 
Brief Outline of Responsibilities: 

• Conducting verification and validation for security compliance of all information systems, 
products, and components. 

• Analyzing design specifications, design documentation, configuration practices and 
procedures, and operational practices and procedures. 

• Providing identification of non-compliance of security requirements and suggesting 
possible mitigations for requirements that are not in compliance. 

• Conducting on-site evaluations to assess the security posture of information systems. 
• Validating the security requirements of the information system and ensuring they are met. 
• Performing vulnerability assessments of the system to identify potential weaknesses. 
• Coordinating penetration testing activities to assess system resilience against attacks. 
• Generating comprehensive verification and validation reports (certification reports) for 

information systems. 
• Providing recommendations for process improvement to enhance security practices. 



 

 

• Assisting the Government in drafting standards and guidelines for system usage. 
 
Minimum Qualifications & Experience: 

• Twelve years of related work experience in the field. 
• A Bachelor's Degree in Computer Science or IT Engineering can be substituted for four 

years of experience. 
• Experience in security or system engineering in five or more areas, including: 

telecommunications concepts, operating systems, databases/DBMS, middleware, 
applications, web-servers, SANS/Netaps, Active Directory, firewalls and controlled 
interfaces. 

• IAT Level III or IAM Level III certification required. 
 
If you are a dedicated professional with a strong background in security and system engineering, 
and if you are passionate about ensuring the integrity and compliance of information systems, we 
encourage you to submit your application to info@secon-delta.com.  
 
We offer competitive compensation and benefits packages, as well as opportunities for 
professional growth and development. Thank you for considering this opportunity with our 
organization. We look forward to hearing from you! 
 
We are an equal opportunity employer and value diversity at our company. We do not 
discriminate on the basis of race, religion, color, national origin, gender, sexual orientation, age, 
marital status, veteran status, or disability status.  
 


